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(57) ABSTRACT

A relay device identifies information acquired from an
image forming apparatus (managed device) as private data
to be managed in the local system and public data to be
managed on a management device on a cloud, and sends the
public data together with a pointer to the private data to the
management device. The relay device acquires the public
data from the management device and when applying the
private data to the managed device together with the
acquired public data, the relay device acquires the private
data based on the pointer and distributes that data together
with the public data to the managed device.
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FIG. 7

<?xml version="1.0" encoding="utf-8"?>
<OriginalData>

e,

|

i {classification>public<{/classification>
! <value>Device0001</value>

I <{Date>2011-12-01 10:00</Date>

|

|

—E—— e

! <item contents="ProductName”>

' {classification>public</classification>
<value>PrinterABC5000</value>
<{Date>2011-12-01 10:00</Date>

</item>

—E—— e

|

|

i {classification>public</classification>
i <value>192.168.10.1</value>

! {date>2011-12-01 10:00</date>

I

|
|
{classification>private</classification> i
<{pointer> i
<clientld>1059320</clientld> |
{contentsKey>1111<{/contentsKey> i
</pointer> |
<date>2011-12-01 10:00</date> i
|

<{/OriginalData>




US 9,444,693 B2

Sheet 8 of 10

Sep. 13, 2016

U.S. Patent

‘GG'g9|’ XXX XXX XXX
TTTTTE SETONT T £62°66'891261 200 1£8Y901
11201891261 181 99In8(
‘0189l XXX XXX XXX
Sy 0L89L 261 GO0 gV €G2'01'891°261 100 02€64501
1'01'891°¢61 100 @3n9(
%ommcmEvﬂnn_My IAQ) aWeu 901Aa(] (901n8p ABj9Y) pAd] O¥eAd | (901Aep ABJBY) pAd] [BGO[D) | (] 821ASp Arjay
\‘\ -

100} d8 Ol
['GG'891¢61 g19juliges.eT €G2'69'891°¢61 GO0 XXX XXX XXX LE8Y901
¥'GG'891°261 18 °@2IA9Q
Gr'0L'891°¢261 G90gviulid €G201'891°¢261 LOO XXX XXX XXX 0¢£6501
1'01'891°¢61 100 ®21A9Q

%ommcmsvﬂnn_wy oo1nQ) aleu 90IAs(] (901A9p ABJOY) pAd] 91BAL | (301A8p AejoY) pAd] [BGOD | ] 901ASp Aejey

\’\ -

0001 V8 OId




103

ANAGED DEVICE

US 9,444,693 B2
DISTRIBUTION

DESTINATION

105
ReLAY ||M

DEVICE

S1118

.......... O i I

T
1
|
|
|
|
I
|
I
|
1
|
1
|
1
|
1
|
|
|
|
I
|
I
|
I
|
|
|
|
|
I
|
I
|
|
|
|
|
I
|
I
|
|
|
|
|
I
|
I
|
1
|
1
|
1
|
|
|
!
\
7/ ]

J

1
—_——

Sheet 9 of 10
102

MANAGED DEVICE
(SOURCE DATA)

Sep. 13, 2016
104

(PVDB)

RELAY DEVICE

/.J
—_— L

|
|
| —
A | ]
.......... R-tq--------1-- e -t 4------- --t--1- --1---t- ‘mq---- e
i — <C >
\ ! im | | —
T 5 o © | = _ = -
| O == ! < ! = —
| = - - ~— | < | — w
| ™ ~— ~— ~— | > | (=]
| D w w w | <C 1 =
I ] o | &
L L
| | = | =
[ ! = I =
. I e I £
IS R . A | =N e

101

MANAGEMENT
DEVICE (PBDB

FIG. 9

S1108._
S1109~

AILA[PRIVATE DATA DEFINITION AVAILABLE]

U.S. Patent



103

US 9,444,693 B2
MANAGED DEVICE

DISTRIBUTION
DESTINATION

105

RELAY

DEVICE

Sheet 10 of 10
102

MANAGED DEVICE
(SOURCE DATA)

104
(PVDB)

Sep. 13, 2016

RELAY DEVICE

101

MANAGEMENT

DEVICE (PBDB)

U.S. Patent
FIG. 10

™
~
~N
™
%2 T
_
||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||| it It E ||||||||||||ﬂlllﬂlllllll.—lll.||||||
. | o~ < r~ | © |
«@ | ~N ~N o~ LN
~ ~ ~ ~ R
= | 1H 1H 1H W |
W ﬂ4 w w w b oo
(g I |
| &N _ [
w
IIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIII /III_II IIIIIMII Ilﬁlllllllll il R IIIIIIIIIIII—-IIIIIII.—III:IIIII|
_ _ _ -
o |0 | N | o I '
N | ™| [ | I 3
- —_ ] — —~ Ll | 1O
o0 SH wlun{ wl @ | =
NN vl | o _ K=
> o _ N | | = |1 3
...... AN W S S N -----:------_--------- [ AR = I S A 1= S -5
(g T R N —
| E BEE =R % R
., = ©| = I =3 | m I<C (22 5
g gz SEE{ 5 Iz = g
| o N NI I |50 I = I S _ S
I < — —lz o I I r~ o> 1o o 1=
_ = O D=0 25 — — = = 3 NIE
< o N I (Y= _ ~N N o s N ~
_ = IeX BEES | - | i = =y
_ = = HEY" _ wnwwl=z = 0o R7Z I
| S o || e | S IS ) LN E
VEIR]I= = N v lsa _ ( (= 1 x Ny 2
B --_*H.- I (B E=T =R T VAN T T S N o --a_---:_qH .......
Q o |¥ o/ |4 —|=2 lo 1< ! "y IS
o o ~N o~ 5 | — I 1 I ™~ o
N = 1= = v\ = ==
NSE S S s B2 & = o ool
~— —
I b w "D w 2= _m I N N N 2 LA _G
w w 5= _ I NN N [ | =
_AM _A M% | | -— - — m | I =
= 1= == | | ww (7p] = | 1O
o _m w_t N 5 | 2
............... == SNNRRR L= 720 IR 7 foctisull IR /200 SO, NN NP VR /250 1 RS /2 o=V IV (. (=1 I
B i 3 5 E o
< ! < ks < Q!
N N
~— —
w o)



US 9,444,693 B2
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RELAY DEVICE, INFORMATION
PROCESSING SYSTEM, RELAY DEVICE
CONTROL METHOD, IMAGE FORMING
APPARATUS MANAGEMENT METHOD,
AND STORAGE MEDIUM

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to a relay device, an infor-
mation processing system, a method of controlling relay
device, a method of managing image firming apparatus, and
a storage medium.

2. Description of the Related Art

A management method in which a network device man-
agement device on an external server (hereinafter referred to
as “cloud”) that can be used via the Internet manages a
network device in an intranet has been proposed. For
example, the network device in the intranet is a printer, a
multifunctional device or the like that is used in an office or
the like. This management method uploads information
related to the network device to be managed onto a man-
agement device on the cloud. In this manner, the manage-
ment device can ascertain the operating state of the network
device.

It is assumed that an information processing system for
distributing information by downloading information that
has been uploaded onto the cloud from the printer or
multifunctional device (hereinafter referred to as image
forming apparatus), onto another image forming apparatus
in a local system such as an intranet or the like.

On the other hand, generally, a network device such as an
image forming apparatus or the like contains data (scan data
or the like) that is saved by a user or setting information
(address books, application software or the like) that defines
the operation or the like of the network or the device. This
setting information or data often requires maintenance of
security or prevention of unauthorized access in relation to
the information. Furthermore, the importance of the confi-
dentiality of the data or the setting information differs
depending on the user.

Japanese Patent Application Laid-Open No. 2006-239947
discloses a control method for deleting at least information
requiring security maintenance among information related
to the image forming apparatus after backing up from a
storage device provided in the image forming apparatus onto
a server.

It is assumed that the control method disclosed in Japa-
nese Patent Application Laid-Open No. 2006-239947 is
applied to an information processing system for distributing
information by downloading information, uploaded from the
image forming apparatus onto the cloud, onto another image
forming apparatus in the local system. However, for
example, the importance of confidentiality in relation to
information is different for each user, and important infor-
mation associated with a high level of confidentiality is
subject to a restriction for uploading from the image forming
apparatus to the management device on the cloud. There-
fore, all information cannot be simply uploaded onto the
cloud. Furthermore, when the upload destination for infor-
mation is a server in the intranet, the management device on
the cloud cannot manage information of the image forming
apparatus.

SUMMARY OF THE INVENTION

The information processing system according to the pres-
ent invention executes separate management of information
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2

related to the image forming apparatus including first infor-
mation managed in the local system and second information
also capable of management in a management device other
than the local system, and the management device is con-
figured to manage both the first information and the second
information.

The relay device according to a first embodiment of the
present invention is a relay device provided in a local system
that performs communication from the local system com-
prising the image forming apparatus through a network to a
remotely provided management device. The relay device
includes an identification unit configured to identify infor-
mation acquired from the image forming apparatus as first
information to be managed in the local system and second
information to be managed outside of the local system, a
transmitting unit configured to transmit to the management
device the identified second information and management
information linking the first information to be managed in
the local system with the second information, and an appli-
cation unit configured to acquire the second information
from the management device and apply the second infor-
mation to the image forming apparatus in the local system.
When the first information together with the acquired second
information is applied to the image forming apparatus in the
local system, the application unit acquires the first informa-
tion based on the management information and distributes
the acquired first information together with the second
information to the image forming apparatus.

Further features of the present invention will become
apparent from the following description of exemplary
embodiments with reference to the attached drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1A and FIG. 1B illustrate a configuration example of
a device management system according to the present inven-
tion.

FIG. 2A is a configuration example of hardware for the
management device.

FIG. 2B is an example of a functional block diagram of
a management device.

FIG. 3A is a configuration example of hardware for a
managed device.

FIG. 3B is an example of a functional block diagram of
the managed device.

FIG. 4 illustrates an example of a policy managed by the
policy management module.

FIG. 5 is a sequence diagram describing an example of an
operational process of the device management system.

FIG. 6 illustrates an example of a setting UI.

FIG. 7 illustrates an example of the configuration of
public data.

FIG. 8A and FIG. 8B illustrate an example of relay device
related information.

FIG. 9 is a sequence diagram describing an example of an
operational process of the device management system.

FIG. 10 is a sequence diagram describing an example of
an operational process of the device management system.

BRIEF DESCRIPTION OF THE EMBODIMENTS

The embodiment of the present invention will be
described below with reference to the figures. The device
management system according to each embodiment
described below applies (for example, copies) setting infor-
mation for an image forming apparatus to another image
forming apparatus.
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First Embodiment

FIG. 1A and FIG. 1B illustrate a configuration example of
a device management system according to the present inven-
tion. FIG. 1A illustrates a configuration example of a device
management system according to a first embodiment. The
device management system is an information processing
system and is configured from network management devices
101 (hereinafter referred to as a management device) and
network devices 102, 103 (hereinafter referred to as a
managed device) that are mutually connected by a network
100. The managed device is provided in a local system.

The management device 101 manages the managed
devices 102 and 103. The management device 101 is pro-
vided on the cloud, that is to say, outside of the local system.
Furthermore, the management device 101 has a configura-
tion that includes a general personal computer. The managed
devices 102 and 103 are connected with the management
device 101 by the network 100. The managed devices 102
and 103 are an image forming apparatus for example such as
a multifunction peripheral (MFP), a printer, a FAX or the
like. An arbitrary number of the management device 101 and
the managed devices 102 and 103 illustrated in FIG. 1A may
be connected to network 100.

FIG. 2A and FIG. 2B respectively illustrate a hardware
configuration example of the management device and an
example of a functional block diagram of the management
device. FIG. 2A illustrates a hardware configuration
example of the management device. A system bus 200 is a
common data exchange pathway between respective com-
ponents that configure the computer. A central processing
unit (CPU) 201 is a device that executes calculation pro-
cessing, overall control of the computer or the like. A
random access memory 202 (RAM) indicates a region that
stores and executes data or programs during processing
operations.

A read only memory (ROM) 203 is a region that stores
programs such as the system startup program. A disk con-
troller (DKC) 204 executes control of an external storage
device such as a hard disk (HD) 205 or the like. The HD 205
stores programs and data and loads the programs or data
onto the RAM 202 or the HD 205 as required. A network I/F
206 is connected to the network 100 for network commu-
nication. An input/output interface (I/F) 207 is connected to
a keyboard, mouse, display or the like and controls input and
output of data.

The management device 101 is operated in a configura-
tion in which the CPU 201 executes basic input/output (I/O)
programs and OS. The basic I/O program is stored in the
ROM 203 and the OS is stored in the HD 205. When the
power source of the computer portion is turned ON, an
initial program of the basic /O program is loaded and the
OS is loaded from the HD 205 to the RAM 202 and then
operation of the OS is commenced.

FIG. 2B is an example of a functional block diagram of
the management device. The management device 101
includes a network module 300, a Web service 301, a setting
management module 302, a database 303, and a policy
management module 304. The respective modules illus-
trated in FIG. 2B are stored in the HD 205 as programs, and
are executed by the CPU 201.

The network module 300 communicates with the man-
aged devices 102 and 103 by connection through the net-
work 100. The Web service 301 receives a GET request in
HTTP from the Web browser of an external device (not
illustrated), and provides services by replying to Web page
data stored in the HD 205.
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The Web service 301 interprets a request from a user input
into the Web page data and distributes work to the setting
management module 302 or the like as described below. In
the present example, although the management device 101
communicates by use of HTTP, there is no limitation to
HTTP in this regard and a communication protocol such as
HTTPS, FTP or the like may be used. Furthermore, the
service that replies to the Web page data described above is
not limited to a response to a request from an external device
(not illustrated).

The setting management module 302 manages data such
as setting information in the managed devices 102 and 103.
For example, the setting management module 302 outputs a
data acquisition request to the managed device in order to
acquire data that is set and stored in the managed device.
Furthermore, the setting management module 302 stores or
reads out the acquired data into the database 303.

The setting management module 302 realizes Web appli-
cations together with the Web service 301 for managing the
managed devices 102 and 103. The method of realizing the
management device is not limited to a Web application and
may include a native application.

The database 303 stores data or the like acquired from the
managed devices 102 and 103 by the setting management
module 302. The database 303 may be provided on a device
that is separate from the management device 101 as long as
access to the Web service 301 or the setting management
module 302 is enabled.

A policy management module 304 manages policy that is
determined by a user in relation to how to handle data. An
example of the policy is illustrated in FIG. 4 described
below. The policy management module 304 stores informa-
tion, input by the user from the input/output I/F 207, in the
database 303 or the HD 205, and acquires a policy stored in
the HD 205. The stored policy may be sent to the managed
devices 102 and 103 via a network module 500. The
management device 101 may synchronize this policy with
the stored policy prepared by the managed devices 102 and
103 as described below.

FIG. 3A and FIG. 3B illustrate a configuration example of
hardware for the managed device and a functional block
diagram of the managed device. FIG. 3A is a hardware
configuration example of the managed device. The managed
devices 102 and 103 include a control unit 400, an operation
unit 401, a printer 402, and a scanner 403. The control unit
400 includes a processing unit for related operations that has
a CPU 410, a RAM 411, an operational unit I/F 412, a
Network I/F 413, a ROM 414, a DKC 415, an HD 416, an
image bus I/F 417, and a system bus 418.

The control unit 400 includes a processing unit for scan
operations that has an image bus 419, a scanner image
processing unit 420, a printer image processing unit 421, an
RIP 422, and a device I/F 423. The scanner 403 and the
scanner image processing unit 420 are provided in the
control unit 400 as required.

The CPU 410 is a controller configured to perform overall
control of the control unit 400. The RAM 411 is an image
memory for temporary storage of image data. The opera-
tional unit I/F 412 is an interface with the operational unit
401, and outputs image data to the operational unit 401 for
display by the operational unit 401. Furthermore, the opera-
tional unit I/F 412 includes the function of communicating
information, that is input by the user through the operational
unit 401, to the CPU 410.

The Network I/F 413 is an interface that exchanges
information with an external device through the network
100. The Network I/F 413 includes a management informa-
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tion base (MIB) that is configured to store various types of
information of the managed devices 102 and 103. The
various types of information in the MIB indicate information
such as the name or state of the managed devices, or the IP
address. The ROM 414 is a boot ROM and stores boot
programs for the system. A disk controller (DKC) 415
controls a hard disk (HD) 416.

The HD 416 is an external storage device and stores
system software or image data. The image bus I/F 417 is a
bus bridge that connects the system bus 418 and the image
bus 419 to perform data exchange. The system bus 418 is a
common data exchange pathway between each component
that configures the control unit 400.

The image bus 419 is configured by a PCI bus or an IEEE
1394 and is a high-speed transfer pathway for image data.
The scanner image processing unit 420 performs correction,
processing and editing of input images. The printer image
processing unit 421 performs correction, resolution conver-
sion or the like on print output image data in response to the
performance of the printer.

The raster image processor (RIP) 422 develops a PDL
command sent from the network 100 into a bitmap image.
The device I/F 423 connects the printer 402 that is the image
input/output device, and the scanner 403 and control unit
400 to thereby perform synchronous or asynchronous con-
version of image data.

FIG. 3B is an example of a functional block diagram of
the managed device. The managed devices 102 and 103
include a network module 500, a setting management mod-
ule 501, and a policy management module 502. The network
module 500 functions as an interface with the external
device (management device 101 or the like) that is con-
nected to the network 100. The network module 500 for
example receives a data acquisition request from the man-
agement device 101 and sends the data acquisition request to
the setting management module 501. The communication
method with the network module 500 and an external device
such as the management device 101 includes communica-
tion using MIB or communication using SOAP messaging.
The network module 500 receives various types of data from
the setting management module 501 and responds to the
management device 101 through the network 100.

The setting management module 501 performs operations
and management in relation to data and setting information
retained by the managed devices 102 and 103. The setting
management module 501 acquires and retains data from the
database or the like (not illustrated) or the HD 416. The
setting management module 501 reflects the settings in
relation to the managed devices 102 and 103 when the data
is setting information. The setting management module 501
divides the acquired data according to a policy managed by
the policy management module 502, and combines the
divided data.

The policy management module 502 manages policy
determined as to how a user handles data r. An example of
the policy is illustrated in FIG. 4 described below. The
policy management module 502 performs operations such as
storing information input by the user from the operational
unit 401 in the HD 416 or acquiring a policy stored in the
HD 416. The policy management module 502 receives a
policy acquisition request from the setting management
module 501 and transfers the policy corresponding to the
received policy acquisition request to the policy setting
management module 501. In this example, although the
operational unit 401 inputs the policy, the policy may be
acquired for storage from an external unit through the
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network 100, or may be stored by use of an external tool
such as a USB (universal serial bus) or the like.

FIG. 4 illustrates an example of a policy managed by the
policy management module. The policy includes data items
such as a setting item 600 and data treatment 601. The
setting item 600 is the respective item name of the setting
information held by the managed device 102 and 103. The
data treatment 601 indicates whether the information set in
the setting item is information that is not desirable for upload
onto the cloud, or whether it is information that may be
uploaded onto the cloud.

Private indicates information that is not desirable for
upload onto the cloud (first information), that is to say,
private information to be managed on the local system. The
term “private data” also denotes the feature of information
that is not desirable for upload. Private data is handled in
accordance with the policy operated on the local system.

Public indicates information that may be uploaded onto
the cloud (second information), that is to say, information
that can also be managed outside of the local system. The
term “public data” also denotes the feature of information
may be uploaded onto the cloud.

In the example of a policy in FIG. 4, the device name or
the product name is public data, whereas the address book
or the like is private data. In relation to the handling of data,
although FIG. 4 includes the denotation of both Public and
Private, a definition may be provided only in relation to one
of those terms if there is a distinction on the cloud in relation
to whether management is possible or not. Furthermore,
although FIG. 4 includes a denotation in the form of a
character string in relation to the treatment of data, the
denotation may be configured as integers such as 0 or 1, as
logical elements such as True or False, or in another con-
figuration. Furthermore, there is no limitation to setting
items 600 and data treatment 601 in the policy and other
items may be added.

FIG. 5 is a sequence diagram describing an example of an
operational process of the device management system
according to the first embodiment. In FIG. 5, an example of
processing for copying the setting information of the man-
aged device 102 onto the managed device 103 will be
described. In this example, the management device 101
includes a DB(PBDB) function for storing public data. A
PVDB 700 is a DB configured to store public data and is
provided in the intranet (not illustrated in FIG. 1A). The HD
416 of the managed device 102 or the like may be used as
the PVDB 700. That is to say, the management device
(PBDB) 101 is a device on the cloud, and the managed
devices 102 and 103, and the PVDB 700 are devices on the
intranet.

S701 to S708 denotes the processing for acquiring copy
original data, and S709 and S716 is the distribution process
for sending the setting information to the copying address.
Firstly, the management device 101 requests upload of
setting information as original data to the managed device
102 (step S701). This request is prepared based on data input
on the input screen (setting UI) illustrated in FIG. 6
described below, and is transmitted to the managed device
102 by use of a communication protocol such as SOAP or
the like. In the event that sending of a direct request from the
management device 101 to the managed device 102 is not
possible due to the provision of a firewall or the like, the
managed device 102 may acquire a request(s) from the
management device 101 in accordance with a periodical
polling.

Next, the setting management module 501 of the managed
device 102 that receives the request reads the policy illus-
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trated in FIG. 4 from the HD 416, and determines whether
or not a definition for the private data is available (step
S702). When “Private” is set in the treatment 601 of the data
in the policy, a definition for the private data is available.
When it is determined that a definition for the private data
is available, the processing proceeds to step S703. When it
is determined that a definition for the private data is not
available, the processing proceeds to step S707.

Next, the setting management module 501 of the managed
device 102 divides the setting information into public data
and private data according to the determination result in step
S702 (step S703). The setting management module 501 of
the managed device 102 adds identification information
(hereinafter referred to as pointer) in relation to the storage
location of private data to the private data divided in the step
S703 (step S704). Data prepared in this processing will be
described making reference to FIG. 7.

Next, the setting management module 501 of the managed
device 102 stores (uploads) the private data (denoted as PV
data in FIG. 7) to the PVDB 700 (step S705). Then the
setting management module 501 of the managed device 102
stores the public data (denoted as PB data in FIG. 7) to the
PBDB (management device 101) (step S706). When com-
munication occurs in the steps S705 and S706, there is no
limitation in relation to the communication method.

Next, processing will be described in relation to the
configuration in which it is determined in the determination
in step S702 that no definition for private data is available in
the policy. When a definition is not available for private data,
the setting management module 501 of the managed device
102 determines that all data is public data and stores the data
(setting information) in the PBDB (step S707). In the present
embodiment, although the configuration has been described
in which a pointer is added to the public data only when
there is private data, identification information indicating
that there is no private data may be added to public data
when there is no private data. After the processing in step
S706 or step S707, the setting management module 501 of
the managed device 102 completes communication for
uploading with the management device 101 (step S708).

Then, the management device 101 sends the data acqui-
sition request to the managed device 103 at the copy
destination (step S709). The data acquisition request is
control information that indicates data acquisition (down-
load). The data acquisition request includes the address of
the public data stored in step S706 or step S707. The
managed device 103 can acquire data from the address
stated in the data acquisition request. When a direct request
cannot be sent from the management device 101 to the
managed device 103, the managed device 103 may acquire
a request (s) from the management device 101 in accordance
with a periodical polling.

Next, the setting management module 501 of the managed
device 103 receives and interprets the data acquisition
request. The setting management module 501 of the man-
aged device 103 acquires the public data from the PBDB in
accordance with the data acquisition request (step S710,
S711). Then, the setting management module 501 of the
managed device 103 analyzes the public data. As a result of
the analysis of the public data, when a pointer to the private
data is included in the public data, the processing proceeds
to step S712. On the other hand, when a pointer is not
included, the processing proceeds to step S715.

The setting management module 501 of the managed
device 103 acquires the private data from the PVDB 700
(step S713). Next, the setting management module 501 of
the managed device 103 combines the private data acquired
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in step S711 with the public data acquired in step S713 (step
S714). During the combination operation in step S714, the
pointer added to the private data may be discarded since the
acquisition of private data is completed.

In step S715, the setting management module 501 of the
managed device 103 reflects the various acquired types of
data in the managed device 103 itself. More specifically, the
data acquired by the setting management module 501 is
stored in the HD 416 that manages the setting information.
When the above processing is completed, the setting man-
agement module 501 of the managed device 103 completes
communication with the management device 101 through
the network module 500 (step S716).

Although FIG. 5 illustrates commencement of processing
by output of a request from the management device 101,
processing may be commenced by the managed device 102.
In FIG. 5, although storage of PV data is conducted after
complete of the pointer addition processing in step S704,
step S704 may be executed after the processing in step S705.
In FIG. 5, although the acquisition processing (step S711)
for PB data continues in response to the request in step S709,
public data may be added together with the request in step
S709. Furthermore, in FIG. 5, although the data acquired in
step S711 and S713 are combined in step S714, the settings
in step S715 may be applied without modification or com-
bination.

FIG. 6 illustrates an example of a setting Ul displayed on
the management device for execution of the processing for
copying of the setting information of the managed device
who is the copy source onto the managed device who is the
copy destination. A window 800 is the U that is displayed
for preparation of the request in the steps S701 and S709 in
FIG. 5. The window 800 includes a list 801 for selection of
the device configuring the copy source, a list 802 for
selection of the device who is the copy destination, a button
803 for clicking copy execution, and a button 804 for
cancelling the processing. The list 801 is a list for selecting
the device who is the copy source, and is selected by the user
operation of the window 800. The list 801 displays all the
managed devices 102 and 103 managed by the management
device 101.

The list 802 is a list for selecting the object of application
of the setting information acquired and selected in the list
801. The managed devices 102 and 103 that are managed by
the management device 101 are displayed in the list 802 in
the same manner as the list 801, and are selected as a device
configuring the copy destination by the user. The managed
device selected on the list 802 is the device that executes the
processing in step S709 to step S711 (managed device 103).

The copy execution button 803 is a button configured to
be pressed after completion of selection of the device as a
copying destination or copy source on the list 801 and the
list 802. When this button is pressed, the management device
101 performs a data upload request (S701 in FIG. 5). The
cancel button 804 is a button to cancel the processing. The
timing of the cancellation may be before completion of the
setting of the window 800 or may be after completion of
settings and pressing the copy execution button 803.

FIG. 7 illustrates an example of the configuration of
public data processed in step S703 and S704 in FIG. 5.
Public data 900 is a portion of the data stated in the policy
illustrated in FIG. 4, and is expressed in XML format. The
public data is not limited to XML and may be defined in
relation to SOAP format or JSOM (JavaScript Object Nota-
tion) without limitation on the format.

901 is the structure in which the public data is defined.
“Device Name” and “Product Name” (that corresponds to
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the data items in FIG. 4) are stated as contents items.
Furthermore, “Public” is stated in the item illustrated in the
tag “classification” as an item corresponding to the data
treatment 601 in FIG. 4.

A value for each item of acquired data is stored before
data division (step S703 in FIG. 5) in the tag “value”. The
time of data acquired is stored in the tag “date”. 902 is
pointer information to the private data added in the step
S704 in FIG. 5. In substitution for the tag “value” in 901, a
tag “pointer” of a point to the PVDB 700 is added to the
pointer information. The tag “pointer” is configured by a
“client ID” and a “contents key”.

The “client ID” is an identifier configured to uniquely
identify information in the PVDB that stores the private
data. The “contents key” is an identifier configured to
uniquely identify data in the PVDB. In the present example,
although “client ID” is used as a PVDB identifier, use is
possible of a denotation that uses an arbitrary identifier such
as an URI or the like as long as the PVDB is uniquely
identified. The private data illustrated in FIG. 7 is sent by the
managed device 102 to the management device 101, and the
managed device 103 acquires the private data from the
management device 101.

In the present embodiment, although a copy of setting
information from a single managed device to a single
managed device has been described, a plurality of units of
managed devices may be provided in relation to the copy
source of setting information or the copying destination. In
relation to the information for the image forming apparatus,
the device management system according to the present
embodiment (information processing system) is configured
to enable separate management of private data managed in
the local system and public data managed outside of the
local system. Furthermore, the public data retained by the
management device 101 in this device management system
is linked by a pointer with the private data. Therefore, the
management device 101 according to this device manage-
ment system enables management of both private data and
public data. That is to say, the device management system
enables management on the cloud with respect to copying of
the setting information, and takes into account a policy
corresponding to an importance of confidentiality of each
user.

Second Embodiment

In the first embodiment, a download instruction for setting
information or an upload instruction for setting information
for the copy source are performed by the management
device in relation to a directly connected managed device.
However, when there are a large number of managed
devices, a configuration in which upload or download
instructions are output in a one-to-one relationship causes an
increase in the load on the management device and reduces
efficiency. In the second embodiment described below, a
relay device is disposed in the intranet and the relay device
outputs upload/download instructions to the managed device
in substitution for the management device.

The hardware configuration and the software configura-
tion of the management device 101 and the managed device
102 and 103 are the same as the first embodiment, and
therefore such description will not be repeated. Furthermore,
the configuration of the policy, the setting UI and the public
data in the second embodiment is the same as the first
embodiment and therefore such description will not be
repeated.
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FIG. 1B illustrates a configuration example of the device
management system according to the second embodiment.
The device management system includes the network 100,
the management device 101, the managed devices 102 and
103, and the relay devices 104 and 105. The network 100,
the management device 101, the managed devices 102 and
103 are the same as the network 100, the management
device 101, the managed devices 102 and 103 illustrated in
FIG. 1A. That is to say, the device management system
according to the second embodiment includes a plurality of
relay devices. The management method in the present
embodiment for example is realized by the device manage-
ment system illustrated in FIG. 1B.

The relay devices 104 and 105 are relay devices according
to the present embodiment and are contained in the local
system. The relay device 104 is a first relay device and the
relay device 105 is a second relay device. The relay devices
104 and 105 relay the instructions from the management
device 101 through the network 100, and execute processing
relative to the managed devices 102 and 103 that receive the
instructions from the management device 101. The relay
devices 104 and 105 are enabled to monitor the state of their
subordinate managed devices and to send various types of
information to the management device 101. That is to say,
the relay devices 104 and 105 are relay devices in the local
system that perform communication with the management
device 101 disposed remotely through a network from the
local system that includes the image forming apparatus
(managed device). The relationship between the relay
devices 104 and 105 and the managed devices 102 and 103
will be described below making reference to FIG. 8A. The
relay devices 104 and 105 have a configuration that includes
a general personal computer in the same manner as the
management device 101. The hardware configuration and
the software configuration of the relay devices 104 and 105
are the same as the management device 101. The control
method according to the present embodiment is a method
configured to control the relay device. Furthermore, the
computer program according to the present embodiment
executes the control method of the present embodiment on
a computer.

FIG. 8A and FIG. 8B illustrate an example of the relay
device related information. The relay device related infor-
mation is information illustrating the relationship between
the relay devices 104 and 105 and the managed devices 102
and 103. The management device 101 retains relay device
related information in the database 303 or the HD 205. A list
1000 includes information related to the relay devices and
information for the managed device that is managed by the
relay device. The information related to the relay device in
the list 1000 includes an ID that uniquely identifies the relay
device, a global IP that communicates between the manage-
ment device 101 and the relay devices 104 and 105, and a
private IP that is used by the relay devices 104 and 105 on
the local network.

Although the list 1000 is configured from the above items,
there is no limitation in relation to the items as long as
unique identification of the relevant relay device or managed
device is enabled and it is clear which relay device manages
certain managed device as a management object. The list
1000 may be retained by not only the management device
101 but by the relay devices 104 and 105. In the list 1000,
although the relay device has a global IP and a private IP, a
DHCP server or a router (not illustrated) or the like may be
allocated, and the list may contain only the private IP.
Furthermore, the private IP may be omitted and the list may
only contain the relay device ID and the global IP. On the
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other hand, the list 1000 includes the device name of each
managed device and the IP of the managed device as
information for the managed device.

When reference is made to the relay device related
information in FIG. 8A, the relay device 104 (relay device
1D “1059320”) can be seen to manage the “Device 001” or
the like. Furthermore, the relay device 105 (relay device ID
“1064831”) can be seen to manage the “Device 481" or the
like.

FIG. 9 is a sequence diagram describing an example of an
operational process of the device management system
according to the second embodiment. In FIG. 9, the descrip-
tion will use an example of processing for copying of setting
information of the managed device 102 onto the managed
device 103 through the relay devices 104 and 105. The
management device 101 includes the function of a DB
(PBDB) configured to store public data. Furthermore, the
relay device 104 includes a DB (PVDB) configured to store
private data. The PVDB may be connected from the man-
aged devices 102 and 103 and the relay devices 104 and 105
by the network, and is not limited to the relay device 104.

Firstly, relative to the relay device 104, the management
device 101 acquires setting information for the source data
from the managed device 102, and requests upload to the
PBDB or the PVDB (step S1100). The request (data upload
request) is prepared based on the data of the input screen in
the management device 101 illustrated in FIG. 6 and is sent
to the relay device 104 by use of a communication protocol
such as SOAP or the like.

The setting management module 302 of the relay device
104 that receives the data upload request acquires setting
information from the managed device 102 (step S1101).
More specifically, the setting management module 501 of
the managed device 102 collates its own setting information
from the HD 416 and sends the information to the relay
device 104 (step S1102).

Next, when the relay device 104 receives the setting
information from the managed device 102, the policy man-
agement module 304 of the relay device 104 reads the policy
illustrated in FIG. 4 from the database 303 or the HD 205.
Then the policy management module 304 determines
whether or not a definition for the private data is available
(step S1103). When it is determined that a definition for the
private data is available, the processing proceeds to step
S1104. When it is determined that a definition for the private
data is not available, the processing proceeds to step S1108.

Next, the setting management module 302 of the relay
device 104 divides the setting information into public data
and private data according to the determination result in step
S1103 (step S1104). That is to say, the setting management
module 302 and the policy management module 304 have
the function of an identification unit configured to identify
first information that is managed in the local system and
second information that is managed outside of the local
system. Next, the setting management module 302 of the
relay device 104 add a pointer in relation to the storage
location of private data to the private data divided in the step
S1104 (step S1105).

The setting management module 302 of the relay device
104 stores the divided private data in the database 303 or the
HD 205 of the relay device 104 (step S1106). The private
data is stored in the PVDB by the processing in S1106.
Furthermore, the setting management module 302 of the
relay device 104 uploads the public data including the added
pointer to the management device 101 (step S1107). That is
to say, the setting management module 302 of the relay
device 104 functions as a transmitting unit configured to
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transmit identified second information and management
information (pointer) that links the first information man-
aged in the local system with the second information.
Furthermore, the setting management module 302 of the
management device 101 functions as a management unit that
receives and manages public data and the pointer from the
relay device 104.

Next, when it is determined in the determination per-
formed in step S1103 that a definition of the private data is
not available in the policy, the setting management module
302 of the relay device 104 determines that all data is public
data, and the setting management module 302 uploads data
(setting information) to the PBDB (management device 101)
(step S1108).

Step S1109 to S1112 is the same as step S708 to S711 in
FIG. 5. The setting management module 302 of the relay
device 104 acquires public data by request to the manage-
ment device 101 (step S1111). When the pointer is added to
this public data, the setting management module 302 of the
management device 101 has the function of a distribution
unit that distributes the pointer and the public data to the
relay device 105 in response to the request from the relay
device 105 (S1111).

When the pointer to the private data is included in the
public data acquired in the step S1112, the processing
proceeds to step S1116, and the setting management module
302 of the relay device 105 distributes the public data to the
managed device 103. That is to say, the setting management
module 302 has the function of an application unit for
acquiring the second information from the management
device (step S1112), and applying the information to the
image forming apparatus in the local system.

When the pointer to the private data is included in the
public data acquired in the step S1112, the setting manage-
ment module 302 of the relay device 105 acquires the private
data from the PVDB (relay device 104) (step S1113 and
S1114).

Next, the setting management module 302 of the relay
device 105 combines the private data acquired in the step
S1114 with the public data acquired in the step S1112 (step
S1115). That is to say, when the setting management module
302 provided with the relay device 105 has acquired the
private data with reference to the pointer, the setting man-
agement module 302 combines the private data with the
public data acquired from the management device. The
setting management module 302 of the relay device 105
distributes the data combined in the step S1115 to the
managed device 105 (step S1116). That is to say, when the
pointer is present in the public data, that is to say, when the
public data is applied together with the private data to the
managed device 103, the setting management module 302
performs the following processing. The setting management
module 302 acquires the private data with reference to the
pointer, and distributes the acquired public data together
with the private data to the managed device 103.

In step S1117, the setting management module 501 of the
managed device 103 reflects the various types of acquired
data in the managed device 103 itself. When the above
processing is completed, the setting management module
501 of the managed device 103 notifies the relay device 105
of completion of data processing through the network mod-
ule 500 (step S1118). The relay device 105 that receives the
data processing completion notification notifies the manage-
ment device 101 of the completion of distribution (step
S1119).

Although FIG. 9 illustrates storage of PV data after
completion of pointer addition processing in step S1105,
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step S1105 may be performed after processing in step S1106.
Furthermore, although FIG. 9 illustrates that acquisition
processing for PB data is continued (step S1111) relative to
a data upload request (S1100), the sending of public data
may be performed together with the request. Furthermore, in
FIG. 9, although the data acquired in step S1112 and S1114
is combined in step S1115, the data may be distributed
separately without such combination.

In the device processing system according to the second
embodiment, the relay device that is disposed on the intranet
relays the data upload instruction from the management
device to the managed device (S1100, S1101). Furthermore,
the relay device causes the managed device to acquire data
in response to a data acquisition request received from the
management device 101 (S1110) (S111 to S1116). Therefore,
even when the number of managed devices is large, there is
no requirement for the management device to output instruc-
tions for upload/download with respect to each individual
managed device, and therefore the load on the management
device can be reduced.

Third Embodiment

In the second embodiment, the distribution of setting
information to the managed device or instructions for upload
of setting information for the distribution source to the
managed device was performed by the management device
through the relay device. Then, the relay device acquires the
private data from another relay device (PVDB). However,
when the relay device acquires the private data, there is the
case where the network device cannot be logically con-
nected between the relay device performing acquisition and
the PVDB that records the private data.

For example, there is the case where the PVDB that
records the private data and the relay device that performs
acquisition are separated by a VL AN (virtual LAN), or the
case where filtering is applied to the packets on the router.
In this manner, when the devices cannot be logically con-
nected, private data acquisition by the relay device is not
possible and processing fails. In this context, in the third
embodiment, data acquisition by the managed device is
enabled by logically moving the managed device to an
environment that enables acquisition of private data.

Since the hardware configuration and the software con-
figuration of the management device 101, the managed
devices 102 and 103 and the relay devices 104 and 105 are
the same as the first and second embodiments, that descrip-
tion will not be repeated. Furthermore, since the policy in the
third embodiment and the structure of the public data and the
setting Ul are the same as the first and second embodiments,
that description will not be repeated.

FIG. 10 is a sequence diagram describing an example of
an operational process of the device management system
according to the third embodiment. The processing in steps
S1201 to S1208 in FIG. 10 is the same as the processing in
steps S1101 to S1108 in FIG. 9 and therefore such descrip-
tion will not be repeated. Furthermore, since the processing
in steps S1217 to S1219, and S1221 to S1225 in FIG. 10 is
the same as the processing in steps S1110 to S1112 and
S1115 to S1119 in FIG. 9, such description will not be
repeated.

In step S1200, the management device 101 makes a
request to the relay device 104 to acquire setting information
as the source data from the managed device 102, and to
upload the data to the PBDB or the PVDB. Although the
main processing is the same as S1100 in FIG. 9, the
information for the relay device (relay device 105 in FIG.
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10) that manages the managed device 103 of the distribution
destination is added to the sent information at the time of
request.

In step S1209, the relay device 104 acquires information
for the relay device, that manages the managed device 103
who is the distribution destination, from the sent information
for the request received in the step S1200, and performs a
communication confirmation to the relay device 105 that is
indicated by this information. This processing enables con-
firmation of whether or not the logical network is connected.

In step S1210, the relay device 105 responds to the
communication confirmation, and when communication is
enabled, the answer indicates the response from the relay
device 105, and when communication is not enabled, it
indicates a time out. In step S1211, the relay device 104
notifies the management device 101 of a notification that
includes the result of the communication confirmation in
step S1209 and S1210, and reports completion of upload of
respective data (completion notification).

The management device 101 receives the completion
notification, and selects the processing in response to the
result of the communication confirmation. When communi-
cation between the relay devices is enabled, for normal
processing, that is to say, the processing described with
reference to FIG. 9 is performed, the processing proceeds to
step S1215.

When communication between the relay devices is not
enabled, the relay device 105 cannot acquire private data
from the relay device 104. Therefore, the processing pro-
ceeds to step S1212. In step S1212, the setting management
module 302 of the management device 101 requests the
relay device 105 to change the network settings of the
managed device that is the distribution object (network
settings change request). The network settings change
request is a request to change the network settings to enable
communication from the relay device 104 to the managed
device 103. The network settings change request for
example includes network settings such as the IP address or
the like that enables communication by the managed device
103 from the relay device 104.

That is to say, when the relay device 104 stores private
data in the predetermined storage destination, if the relay
device 105 cannot directly acquire the private data from the
storage destination, the setting management module 302 of
the management device 101 functions as a request unit to
execute the following processing. The setting management
module 302 performs a change request to the relay device
105 that instructs a change to the network settings of the
image forming apparatus (managed device 103) that is the
application destination of the private data.

The setting management module 302 of the relay device
105 changes the network settings of the managed device 103
that is distribution object in accordance with the network
setting change request (step S1213). That is to say, the
setting management module 302 functions as a first setting
change unit that changes the network settings of the image
forming apparatus that is the application destination for
private data in response to the change request received from
the management device 101.

When the network settings change is completed, the
managed device 103 outputs a setting change completion
notification to the relay device 105 (step S1214), and then
the relay device 105 notifies the management device 101
that the setting change is completed (step S1215). The
management device 101 updates the association between the
managed devices 102 and 103 and the relay devices 104 and
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105 retained by the management device 101 itself upon
receipt of the setting completion notification from relay
device 105 (step S1216).

The processing in step S1216 will be described. It is
assumed that the relay device ID of the relay device 104 is
“1059320”, the relay device ID of the relay device 105 is
“1064831”, and the model name of the managed device is
“Device 481”.

FIG. 8B illustrates an example of relay device related
information after the processing in step S1216 in FIG. 10. In
the relay device related information in FIG. 8, the IP address
of “Device 481" in the relay device related information
illustrated in FIG. 8A is changed to an IP address that
enables management by the relay device 104. Furthermore,
the frame for management is changed from “1064831”
(relay device 105) to “1059320” (relay device 104).

In step S1220, the setting management module 302 pro-
vided with the relay device 104 acquires the private data
with reference to the pointer included in the private data.
Then the setting management module 302 combines the
public data acquired from the management device and the
acquired private data (step S1221). The setting management
module 302 provided with the relay device 104 distributes
the combined data to the managed device 103 (step S1222).
That is to say, the relay device 104 distributes the public data
acquired from the predetermined storage destination based
on the pointer together with the private data to the managed
device 103.

When the management device 101 in step S1225 receives
notification of completion of distribution from the relay
device 104, the management device 101 checks whether or
not the network settings of the distribution object have been
changed. When the network settings of the distribution
object have been changed, the processing proceeds to step
S1226. When the network settings of the distribution object
have not been changed, the processing is terminated.

The steps S1226 to S1230 indicate processing to return
the network settings changed in step S1212 to S1216 or the
relation between the managed device 103 and the relay
devices 104 and 105 to the original settings. More specifi-
cally, the management device 101 sends the network settings
change request to the relay device 104 (step S1226). The
settings management module 302 of the relay device 104
relays the network settings change request to the managed
device 103 (step S1227). In this manner, network settings of
the managed device 103 are returned to the original settings.
That is to say, the settings management module 302 func-
tions as a second settings change unit configured to return
the network settings of the image forming apparatus to the
original settings after distributing the private data together
with the public data to the image forming apparatus (man-
aged device 103). The managed device 103 changes the
network settings in response to the network settings change
request, and sends the settings change completion notifica-
tion to the relay device 104 (step S1228). The relay device
104 sends the settings change completion notification to the
management device 101 (step S1229). Then the settings
management module 302 that is provided in the manage-
ment device 101 returns the relay device related information
to the original settings. For example, the relay device related
information in FIG. 8B is returned to the relay device related
information in FIG. 8A.

According to the device management system in the third
embodiment, even when communication is not possible
between relay devices, data can be acquired in relation to the
managed device that is the distribution object.
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Aspects of the present invention can also be realized by a
computer of a system or apparatus (or devices such as a CPU
or MPU) that reads out and executes a program recorded on
a memory device to perform the functions of the above-
described embodiments, and by a method, the steps of which
are performed by a computer of a system or apparatus by, for
example, reading out and executing a program recorded on
a memory device to perform the functions of the above-
described embodiments. For this purpose, the program is
provided to the computer for example via a network or from
a recording medium of various types serving as the memory
device (e.g., computer-readable medium).

While the present invention has been described with
reference to exemplary embodiments, it is to be understood
that the invention is not limited to the disclosed exemplary
embodiments. The scope of the following claims is to be
accorded the broadest interpretation so as to encompass all
such modifications and equivalent structures and functions.

This application claims the benefit of Japanese Patent
Application No. 2012-020933 filed Feb. 2, 2012, which is
hereby incorporated by reference herein in its entirety.

What is claimed is:

1. A relay device in a local system that performs com-
munication from the local system comprising an image
forming apparatus through a network to a remotely provided
management device, the relay device comprising:

a memory; and

a processor in communication with the memory, the

processor configured to control:

an acquisition unit configured to acquire information
from the image forming apparatus;

a division unit configured to divide the acquired infor-
mation into first information to be managed in the
local system and second information to be managed
outside of the local system;

a storing unit configured to store the first information in
a database of the local system;

an adding unit configured to add, after storing the first
information in the database of the local system,
management information corresponding to a storage
location of the stored first information to the second
information;

a transmitting unit configured to transmit to the man-
agement device the second information to which the
management information is added without transmit-
ting the first information;

a request unit configured to perform a request for the
second information to the management device; and

an application unit configured to apply, to the image
forming apparatus in the local system, the second
information acquired from the management device
according to the request,

wherein the application unit is configured to, when the
management information has been added to the
second information acquired from the management
device according to the request, apply the stored first
information corresponding to the management infor-
mation together with the second information, and

wherein the first information is private information in
accordance with a policy operated by the local
system and the second information is public infor-
mation.

2. An information processing system comprising:

a management device provided remotely through a net-

work from a local system comprising an image forming

apparatus; and
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a relay device in the local system that performs commu-
nication with the management device,

wherein the relay device comprises:

a memory; and

a processor in communication with the memory,

wherein the processor is configured to control:

an acquisition unit configured to acquire information
from the image forming apparatus;

a division unit configured to divide the acquired infor-
mation into first information to be managed in the
local system and second information to be managed
outside of the local system;

a storing unit configured to store the first information in
a database of the local system;

an adding unit configured to add, after storing the first
information in the database of the local system,
management information corresponding to a storage
location of the stored first information to the second
information;

a transmitting unit configured to transmit to the man-
agement device the second information to which the
management information is added without transmit-
ting the first information; and

an application unit configured to apply, to the image
forming apparatus in the local system, the second
information acquired from the management device
according to a request,

wherein the application unit is configured to, when the
management information has been added to the second
information acquired from the management device
according to the request, apply the stored first infor-
mation corresponding to the management information
together with the second information

wherein the management device comprises:

a management unit configured to receive and manage
the second information and the management infor-
mation from the relay device; and

a distribution unit configured to distribute the second
information and the management information to the
relay device in response to the request from the relay
device, and

wherein the first information is private information in
accordance with a policy operated by the local system
and the second information is public information.

3. The information processing system according to claim

25

wherein the local system includes a plurality of relay
devices,

wherein the management device further comprises:

a request unit configured to perform a change request to
a second relay device to instruct a change to network
settings of the image forming apparatus that is an
application destination of the first information in a case
that the second relay device included in the local
system cannot directly acquire the first information
from the database in which a first relay device included
in the local system has stored the first information, and

wherein the second relay device further comprises:

a first settings change unit configured to change the
network settings of the image forming apparatus that is
the application destination for the first information in
response to the change request received from the man-
agement device, and

wherein the application unit of the first relay device
distributes the first information, acquired from the
database based on the management information,

5

10

15

25

30

35

40

45

50

55

60

65

18

together with the second information to the image
forming apparatus that is an application object.

4. The information processing system according to claim
35

wherein the first relay device further comprises:

a second settings change unit configured to return the
network settings of the image forming apparatus to
original settings after the first information, acquired
from the database, together with the second informa-
tion, is distributed based on the management informa-
tion by the application unit of the first relay device to
the image forming apparatus that is the application
destination.

5. A method for controlling a relay device in a local
system that performs communication from the local system
comprising an image forming apparatus through a network
to a remotely provided management device, the method
comprising:

acquiring information from the image forming apparatus;

dividing the acquired information into first information to
be managed in the local system and second information
to be managed outside of the local system;

storing the first information in a database of the local
system,

adding, after storing the first information in the database
of the local system, management information corre-
sponding to a storage location of the stored first infor-
mation to the second information;

transmitting to the management device the second infor-
mation to which the management information is added
without transmitting the first information;

performing a request for second information to the man-
agement device; and

applying, to the image forming apparatus in the local
system, the second information acquired from the man-
agement device according to the request,

wherein, upon application of the second information,
when the management information has been added to
the second information acquired from the management
device according to the request, the stored first infor-
mation corresponding to the management information
is applied together with the second information, and

wherein the first information is private information in
accordance with a policy operated by the local system
and the second information is public information.

6. A method for managing an image forming apparatus in
an information processing system comprising a management
device through a network remotely provided from a local
system that comprises the image forming apparatus, and a
relay device in the local system that communicate with the
management device, the method comprising:

acquiring by the relay device information from the image
forming apparatus;

dividing by the relay device the acquired information into
first information to be managed in the local system and
second information to be managed outside of the local
system,

storing by the relay device the first information in a
database of the local system;

adding by the relay device, after storing the first infor-
mation in the database of the local system, management
information corresponding to a storage location of the
stored first information to the second information;

transmitting by the relay device to the management device
the second information to which the management infor-
mation is added without transmitting the first informa-
tion;
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receiving and managing by the management device the
management information and the second information
from the relay device;

performing by the relay device a request for the second

information to the management device;

distributing by the management device the second infor-

mation and the management information to the relay
device in response to the request from the relay device;
and

applying by the relay device the second information

acquired from the management device to the image
forming apparatus in the local system according to the
request,

wherein upon application of the second information,

when the management information has been added to
the second information acquired from the management
device according to the request, the stored first infor-
mation corresponding to the management information
is applied together with the second information, and
wherein the first information is private information in
accordance with a policy operated by the local system
and the second information is public information.

7. A non-transitory storage medium on which is stored a
computer program for making a computer execute a method
for controlling a relay device in a local system that performs
communication from the local system comprising an image
forming apparatus through a network to a remotely provided
management device, the method comprising:

acquiring information from the image forming apparatus;
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dividing the acquired information into first information to
be managed in the local system and second information
to be managed outside of the local system;

storing the first information in a database of the local
system,

adding, after storing the first information in the database
of the local system, management information corre-
sponding to a storage location of the stored first infor-
mation to the second information;

transmitting to the management device the second infor-
mation to which the management information is added
without transmitting the first information;

performing a request for the second information to the
management device; and

applying, to the image forming apparatus in the local
system, the second information acquired from the man-
agement device according to the request,

wherein, upon application of the second information,
when the management information has been added to
the second information acquired from the management
device according to the request, the stored first infor-
mation corresponding to the management information
is applied together with the second information, and

wherein the first information is private information in
accordance with a policy operated by the local system
and the second information is public information.

8. The relay device according to claim 1, wherein the

relay device and the image forming apparatus are built
independently of each other in the local system.
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